
Nikki Alderson Coaching Privacy Policy 

1. Introduction 
 
Nikki Alderson Coaching is committed to protecting and respecting user privacy. 
This Policy explains how the personal data of those using our site, 
www.nikkialdersoncoaching.com is collected, processed and used, the conditions 
under which that data may disclose to others and how it is kept secure. This policy 
may change from time to time so please re-visit this page to ensure that you are 
happy with any changes. By using the website, you agree to be bound by the policy. 
 
It is very important that the information held is accurate and up to date. Please 
inform us by emailing  info@nikkialdersoncoaching.com if at any time your personal 
information changes. Likewise any questions regarding this Policy and our privacy 
practices should be sent by email to info@nikkialdersoncoaching.com  or in writing 
to Nikki Alderson Coaching, 50 Upper Carr Lane, Calverley, Pudsey, LS28 5PL. 

2. How information is collected  

Information is obtained about you when you use the website, for example, when you 
complete the contact form, when you complete the site registration form or engage 

with other forms within the site.  

3. The type of information collected  

The personal information collected might include your name, address, email 
address, IP address, and information regarding what pages are accessed and when. 

If purchasing a product from us, your card information is not held by us, it is 
collected by our third party payment processors, who specialise in the secure online 
capture and processing of credit/debit card transactions, as explained in para.8 

below. 

4. Use of 'cookies' 
 

Like many other websites, www.nikkialdersoncoaching.com uses cookies. 'Cookies' 
are small pieces of information sent by an organisation to your computer and stored 
on your hard drive to allow that website to recognise you when you visit. They 
collect statistical data about your browsing actions and patterns and do not identify 
you as an individual. For example, cookies are used to store your country 
preference. This helps to improve the website and deliver a better more personalised 
service. You can set your browser to refuse all or some browser cookies, or to alert 



you when websites set or access cookies. If you disable or refuse cookies, please note 
that some parts of this website may become inaccessible or not function properly.  

5. Main Cookies used on this site 

Google Analytics  

These cookies are used to collect information about how visitors use the website. The 
information is used to compile reports and to help improve the site. The cookies 
collect information in an anonymous form, including the number of visitors to the 

site, where visitors have come to the site from and the pages they visited. For more 
information on Google Analytic’s privacy policy visit here: 

http://www.google.com/analytics/learn/privacy.html 

  
Google Maps 
  
These are Google Maps third party cookies, which are unique identifiers to allow 
traffic analysis to Google Maps. 

6. Other personal data collected about you, for what purpose and the grounds 

upon which it is processed 

• Communication Data that includes any communication that you send to us 
whether that be through the contact form on our website, through email, text, 
social media messaging, social media posting or any other communication 
that you send us. We process this data for the purposes of communicating 
with you, for record keeping and for the establishment, pursuance or defence 
of legal claims. Our lawful ground for this processing is our legitimate 
interests which in this case are to reply to communications sent to us, to keep 
records and to establish, pursue or defend legal claims. 
 

• Customer Data that includes data relating to any purchases of goods and/or 
services such as your name, title, billing address, delivery address email 
address, phone number, contact details, purchase details and your card 
details. We process this data to supply the goods and/or services you have 
purchased and to keep records of such transactions. Our lawful ground for 
this processing is the performance of a contract between you and us and/or 
taking steps at your request to enter into such a contract.  

 
• User Data that includes data about how you use our website and any online 

services together with any data that you post for publication on our website 
or through other online services. We process this data to operate our website 
and ensure relevant content is provided to you, to ensure the security of our 



website, to maintain back- ups of our website and/or databases and to enable 
publication and administration of our website, other online services and 
business. Our lawful ground for this processing is our legitimate interests 
which in this case are to enable us to properly administer our website and our 
business.  
 

• Technical Data that includes data about your use of our website and online 
services such as your IP address, your login data, details about your browser, 
length of visit to pages on our website, page views and navigation paths, 
details about the number of times you use our website, time zone settings and 
other technology on the devices you use to access our website. The source of 
this data is from our analytics tracking system. We process this data to 
analyse your use of our website and other online services, to administer and 
protect our business and website, to deliver relevant website content and 
advertisements to you and to understand the effectiveness of our advertising.  
Our lawful ground for this processing is our legitimate interests which in this 
case are to enable us to properly administer our website and our business and 
to grow our business and to decide our marketing strategy. 
 

• Marketing Data that includes data about your preferences in receiving 
marketing from us and our third parties and your communication 
preferences. We process this data to enable you to partake in our promotions 
such as competitions, prize draws and free give-aways, to deliver relevant 
website content and advertisements to you and measure or understand the 
effectiveness of this advertising.  Our lawful ground for this processing is our 
legitimate interests which in this case are to study how customers use our 
products/services, to develop them, to grow our business and to decide our 
marketing strategy. (See further para. 7 below) 
 

We may use Customer Data, User Data, Technical Data and Marketing Data to 
deliver relevant website content and advertisements to you (including Facebook 
adverts or other display advertisements) and to measure or understand the 
effectiveness of the advertising we serve you. Our lawful ground for this processing 
is legitimate interests which is to grow our business. We may also use such data to 
send other marketing communications to you. Our lawful ground for this processing 
is either consent or legitimate interests (namely to grow our business).  
 
7. Marketing Communications 
 
Our lawful ground for processing your personal data to send you marketing 
communications is either your consent or our legitimate interests (namely to grow 
our business).  
 
Under the Privacy and Electronic Communications Regulations, we may send 
marketing communications from us if (i) you made a purchase or asked for 
information from us about our goods or services or (ii) you agreed to receive 
marketing communications and in each case you have not opted out of receiving 
such communications since. Under these regulations, if you are a limited company, 



we may send you marketing emails without your consent. However you can still opt 
out of receiving marketing emails from us at any time. 
  
Before we share your personal data with any third party for their own marketing 
purposes we will get your express consent. 
 
You can ask us or third parties to stop sending you marketing messages at any time 
by emailing us at info@nikkialdersoncoaching.com. If you opt out of receiving 
marketing communications this opt-out does not apply to personal data provided as 
a result of other transactions, such as purchases, warranty registrations etc.  

8. Disclosure of personal data 

We will not sell or rent your information to third parties. We will not share your 
information with third parties for marketing purposes. We may have to share your 

personal data with the parties set out below: 

• Service providers who provide IT and system administration services. 

• Professional advisers including lawyers, bankers, auditors and insurers  

• Government bodies that require us to report processing activities. 

• Third parties to whom we sell, transfer, or merge parts of our business or our 
assets.  

We require all third parties to whom we transfer your data to respect the security of 
your personal data and to treat it in accordance with the law. We only allow such 
third parties to process your personal data for specified purposes and in accordance 
with our instructions. 

Please be reassured that we will not release your information to third parties beyond 
the company for them to use for their own direct marketing purposes, unless you 
have requested us to do so, or we are required to do so by law, for example, by a 
court order or for the purposes of prevention of fraud or other crime. 

When you are using our secure store pages, your payments are processed by a third 
party payment processor, who specialises in the secure online capture and 
processing of credit/debit card transactions. If you have any questions regarding 
secure transactions, please contact us. 

9. Transferring information outside of Europe 

As part of the services offered to you through this website, the information which 
you provide may be transferred to countries outside the European Union (“EU”). By 
way of example, this may happen if any of our servers are from time to time located 



in a country outside of the EU. These countries may not have similar data protection 
laws to the UK. By submitting your personal data, you are agreeing to this transfer, 

storing or processing. If we transfer your information outside of the EU in this way, 
steps will be taken to ensure that appropriate security measures are taken with the 

aim of ensuring that your privacy rights continue to be protected as outlined in this 
Policy. If you use our services while you are outside the EU, your information may 

be transferred outside the EU in order to provide you with those services. 

10. Links to other websites 

Our website may contain links to other websites run by other organisations. This 
privacy policy applies only to our website‚ so we encourage you to read the privacy 
statements on the other websites you visit. We cannot be responsible for the privacy 
policies and practices of other sites even if you access them using links from our 

website. In addition, if you linked to our website from a third party site, we cannot 
be responsible for the privacy policies and practices of the owners and operators of 
that third party site and recommend that you check the policy of that third party 

site. 

11. Profiling 

We may analyse your personal information to create a profile of your interests and 
preferences so that we can contact you with information relevant to you. We may 

make use of additional information about you when it is available from external 
sources to help us do this effectively. We may also use your personal information to 

detect and reduce fraud and credit risk. 

12. Data Retention 

We review our retention periods for personal information on a regular basis. Your 
personal data will only be retained for as long as necessary to fulfil the purposes we 
collected it for, including for the purposes of satisfying any legal, accounting, or 
reporting requirements. 
 
When deciding for what the correct time is to keep the data we look at its amount, 
nature and sensitivity, potential risk of harm from unauthorised use or disclosure, the 
processing purposes, if these can be achieved by other means and legal requirements. 
 
For tax purposes the law requires us to keep basic information about our customers 



(including Contact, Identity, Financial and Transaction Data) for six years after they 
stop being customers. 
   
In some circumstances we may anonymise your personal data for research or 
statistical purposes in which case we may use this information indefinitely without 
further notice to you. 

 
13. Security precautions in place to protect the loss, misuse or alteration of  

information 

When you give us personal information, steps are taken to ensure that it is treated 
securely. Any sensitive information (such as credit or debit card details) is encrypted 
and protected with the following software 128 Bit encryption on SSL. When you are 
on a secure page, a lock icon will appear on the bottom of web browsers such as 

Microsoft Internet Explorer. 

Non-sensitive details (your email address etc.) are transmitted normally over the 

Internet, and this can never be guaranteed to be 100% secure. As a result, while we 
strive to protect your personal information, we cannot guarantee the security of any 

information you transmit to us, and you do so at your own risk. Once we receive 
your information, we make our best effort to ensure its security on our systems. 
Where we have given (or where you have chosen) a password which enables you to 

access certain parts of our websites, you are responsible for keeping this password 

confidential. We ask you not to share your password with anyone. 

14. 16 or Under 

We are concerned to protect the privacy of children aged 16 or under. If you are 
aged 16 or under‚ please get your parent/guardian's permission beforehand 
whenever you provide us with personal information. 

15. Your choices 

You have a choice about whether or not you wish to receive information from us. If 
you do not want to receive direct marketing communications from us about our 
products and services, then you can select your choices by ticking the relevant boxes 

situated on the form on which we collect your information.  



You can change your marketing preferences at any time by completing the opt out 
form here: http://www.nikkialdersoncoaching.com/connect-with-a-corporate-and-
executive- coach or by contacting us by email at info@nikkialdersoncoaching.com. 

16. Your Legal Rights 

 
Under data protection laws you have rights in relation to your personal data that 
include the right to request access, correction, erasure, restriction, transfer, to object 
to processing, to portability of data and (where the lawful ground of processing is 
consent) to withdraw consent. You can see more about these rights at:  
https://ico.org.uk/for-organisations/guide-to-the-general-data-protection-
regulation-gdpr/individual-rights/ If you wish to exercise any of the rights set out 
above, please email us at info@nikkialdersoncoaching.com. 

You will not have to pay a fee to access your personal data (or to exercise any of the 
other rights). However, we may charge a reasonable fee if your request is clearly 
unfounded, repetitive or excessive, or refuse to comply with your request in these 
circumstances. 
   
We may need to request specific information from you to help us confirm your 
identity and ensure your right to access your personal data (or to exercise any of 
your other rights). This is a security measure to ensure that personal data is not 
disclosed to any person who has no right to receive it. We may also contact you to 
ask you for further information in relation to your request to speed up our response. 
   
We try to respond to all legitimate requests within one month. Occasionally it may 
take us longer than a month if your request is particularly complex or you have 
made a number of requests. In this case, we will notify you. 
 
If you are not happy with any aspect of how we collect and use your data, you have 
the right to complain to the Information Commissioner’s Office (ICO), the UK 
supervisory authority for data protection issues (www.ico.org.uk). We would be 
grateful if you would contact us first if you do have a complaint so that we can try to 
resolve it for you. 

17. Review of this Policy 
 

We keep this Policy under regular review. This Policy was last updated in May 2018. 
 


